How to request a test certificate from Windows Server 2008

1. Browse to Advanced/Certificate and press ‘New Self Certificate’ button
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2. Fill in Self Certificate Request with the format below then pressing ‘Save Settings’:
Name: <test>(type whatever in <>)

Subject: C=<TW>, ST=<Taiwan>, L=<Taipei>, O=<D-Link>, OU=<TSS2>, CN=<DIR1000N>
Hash Algorithm: MD5 or SHA

Signature Key Length: 512/1024/2048
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This page alows user to generate 3 salf certficate using a custom confiquration,
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3. Press ‘View’ on Self Certificate Requests field
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4.Copy all the encrypted data in Data to supply to CA field
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This page shows the SEficate requést detais for 3 particuisr certficans reguest.
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5. Request a certificate from Server 2008
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Welcome

UUse this Web site to request a cerificate for your Web browser, e-mail client, or other program. By using a certificate, you can verify your
identity to people you communicate with over the Web, sign and encrypl messages, and, depending upen the ivpe of certificale you request,
perfarm cther seourity lasks,

You can alsa use this Web site to download a certificate autharty (CA) certficate, cerificate chain, or cerfificate revocation bst (CRL), ar to
view the status of & pending reguest,

Far more Information about Active Directory Certificate Services, see Actve Dirsctory Certficate Services Documentation.
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Advanced Certificate Request

The policy of the CA determines the types of certificates you can request. Click one of the following epficns fo:

Subrit a cetificate reguest by using a base-84-encoded CMC ar PKCS #10 file, of submil a renewal reguest by ising 4 base-G64-
encoded PKCS #7 file.

8. Paste the copied encrypted data in the Saved Request field, choose certificate template(depend on
your purpose) and press ‘Submit’
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Submit a Certificate Request or Renewal Request

To submit a saved request to the CA, pasie a base-34-encoded CMC or PKCS #10 certificate request er PKCS #7 renewal request
generated by an external source (such as a Web server) in the Saved Request box
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9. Choose the Base 64 encoded(DSR only supports Base 64 format), and click ‘Download certificate’
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10. Download a CA certificate from the certificate service Home page
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Welcome

Use this Web site to request a cerificate for your Web browser, e-mail client, or other program. By using a certificate, you can verify your
identity to people you communicate with ower the Web, sign and encrypl messages, and, depending upen the ivpe of certificate you request,
perfarm cther security lasks,

You can also use this Web site to download a certificate authority (CA) certficate, certificate chain, or cerfficate revocation bst (CRL), ar to
view the status of & pending reguest,

For more Information abouwt Active Directory Certificate Services, see Active Dirsctory Certificate Services Documentation.
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11. Press Upload button on Trusted Certificate field
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Thes pape abows user to upioad a trusted certificate to the router.
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12. Press Upload button on Active Self Certificate field
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13. You should see both CA certificate and Self certificate on the list.
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